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Nuclear Regulatory Commission § 10.35 

and Chief Information Officer, the 
Commission shall review the record 
and determine whether an access au-
thorization and/or an employment 
clearance should be granted, denied, or 
revoked, based upon the record. 

(b) When the Commission determines 
to deny or revoke access authorization 
and/or employment clearance, the indi-
vidual shall promptly be notified 
through the Director, Office of Admin-
istration, of its decision that access au-
thorization and/or employment clear-
ance is being denied or revoked and of 
its findings and conclusions with re-
spect to each allegation contained in 
the notification letter for transmittal 
to the individual. 

(c) Nothing contained in these proce-
dures shall be deemed to limit or affect 
the responsibility and powers of the 
Commission to deny or revoke access 
to Restricted Data or national security 
information if the security of the na-
tion so requires. Such authority may 
not be delegated and may be exercised 
when the Commission determines that 
invocation of the procedures prescribed 
in this part is inconsistent with the na-
tional security. Such determination 
shall be conclusive. 

[47 FR 38676, Sept. 2, 1982, as amended at 52 
FR 31610, Aug. 21, 1987; 54 FR 53316, Dec. 28, 
1989; 64 FR 15645, Apr. 1, 1999] 

§ 10.35 Reconsideration of cases. 
(a) Where, pursuant to the procedures 

set forth in §§ 10.20 through 10.34, the 
Deputy Executive Director for Infor-
mation Services and Administration 
and Chief Information Officer or the 
Commission has made a determination 
granting an access authorization and/ 
or an employment clearance to an indi-
vidual, the individual’s eligibility for 
an access authorization and/or an em-
ployment clearance will be reconsid-
ered only when subsequent to the time 
of that determination, new derogatory 
information has been received or the 
scope or sensitivity of the Restricted 
Data or National Security Information 
to which the individual has or will 
have access has significantly increased. 
All new derogatory information, 
whether resulting from the NRC’s re-
investigation program or other 
sources, will be evaluated relative to 
an individual’s continued eligibility in 

accordance with the procedures of this 
part. 

(b) Where, pursuant to these proce-
dures, the Commission or Deputy Exec-
utive Director for Information Services 
and Administration and Chief Informa-
tion Officer has made a determination 
denying or revoking an access author-
ization and/or an employment clear-
ance to an individual, the individual’s 
eligibility for an access authorization 
and/or an employment clearance may 
be reconsidered when there is a bona 
fide offer of employment and/or a bona 
fide need for access to Restricted Data 
or National Security Information and 
either material and relevant new evi-
dence is presented, which the indi-
vidual and his or her representatives 
are without fault in failing to present 
before, or there is convincing evidence 
of reformation or rehabilitation. Re-
quests for reconsideration must be sub-
mitted in writing to the Deputy Execu-
tive Director for Information Services 
and Administration and Chief Informa-
tion Officer through the Director, Of-
fice of Administration. Requests must 
be accompanied by an affidavit setting 
forth in detail the information referred 
to above. The Deputy Executive Direc-
tor for Information Services and Ad-
ministration and Chief Information Of-
ficer shall cause the individual to be 
notified as to whether his or her eligi-
bility for an access authorization and/ 
or an employment clearance will be re-
considered and if so, the method by 
which a reconsideration will be accom-
plished. 

(c) Where an access authorization 
and/or an employment clearance has 
been granted to an individual by the 
Director, Division of Facilities and Se-
curity, without recourse to the proce-
dures set forth in §§ 10.20 through 10.34, 
the individual’s eligibility for an ac-
cess authorization and/or an employ-
ment clearance will be reconsidered 
only in a case where, subsequent to the 
granting of the access authorization 
and/or employment clearance, new de-
rogatory information has been received 
or the scope or sensitivity of the Re-
stricted Data or National Security In-
formation to which the individual has 
or will have access has significantly in-
creased. All new derogatory informa-
tion, whether resulting from the NRC’s 
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reinvestigation program or other 
sources, will be evaluated relative to 
an individual’s continued eligibility in 
accordance with the procedures of this 
part. 

[64 FR 15645, Apr. 1, 1999] 

Subpart D—Miscellaneous 
§ 10.36 Terminations. 

In the event the individual is no 
longer an applicant for access author-
ization and/or employment clearance 
or no longer requires such, the proce-
dures of this part shall be terminated 
without a final determination as to the 
individual’s eligibility for access au-
thorization and/or employment clear-
ance. 

§ 10.37 Attorney representation. 
In the event the individual is rep-

resented by an attorney or other rep-
resentative, the individual shall file 
with the Director, Office of Adminis-
tration, a document designating such 
attorney or representative and author-
izing such attorney or representative 
to receive all correspondence, tran-
scripts, and other documents per-
taining to the proceeding under this 
part. 

[47 FR 38676, Sept. 2, 1982, as amended at 52 
FR 31610, Aug. 21, 1987; 54 FR 53316, Dec. 28, 
1989] 

§ 10.38 Certifications. 
Whenever information is made a part 

of the record under the exceptions au-
thorized by § 10.28 (i), (j), or (l), the 
record shall contain certificates evi-
dencing that the required determina-
tions have been made. 

PART 11—CRITERIA AND PROCE-
DURES FOR DETERMINING ELIGI-
BILITY FOR ACCESS TO OR CON-
TROL OVER SPECIAL NUCLEAR 
MATERIAL 

GENERAL PROVISIONS 

Sec. 
11.1 Purpose. 
11.3 Scope. 
11.5 Policy. 
11.7 Definitions. 
11.8 Information collection requirements: 

OMB approval. 

11.9 Specific exemptions. 
11.10 Maintenance of records. 

REQUIREMENTS FOR SPECIAL NUCLEAR 
MATERIAL ACCESS AUTHORIZATION 

11.11 General requirements. 
11.13 Special requirements for transpor-

tation. 
11.15 Application for special nuclear mate-

rial access authorization. 
11.16 Cancellation of request for special nu-

clear material access authorization. 

CRITERIA FOR DETERMINING ELIGIBILITY FOR 
ACCESS TO, OR CONTROL OVER, SPECIAL NU-
CLEAR MATERIAL 

11.21 Application of the criteria. 

VIOLATIONS 

11.30 Violations. 
11.32 Criminal penalties. 

AUTHORITY: Sec. 161, 68 Stat. 948, as amend-
ed (42 U.S.C. 2201); sec. 201, 88 Stat. 1242, as 
amended (42 U.S.C. 5841); sec. 1704, 112 Stat. 
2750 (44 U.S.C. 3504 note). 

Section 11.15(e) also issued under sec. 501, 
85 Stat. 290 (31 U.S.C. 483a). 

SOURCE: 45 FR 76970, Nov. 21, 1980, unless 
otherwise noted. 

GENERAL PROVISIONS 

§ 11.1 Purpose. 
This part establishes the require-

ments for special nuclear material ac-
cess authorization, and the criteria and 
procedures for resolving questions con-
cerning the eligibility of individuals to 
receive special nuclear material access 
authorization for conduct of certain ac-
tivities, licensed or otherwise, which 
involve access to or control over spe-
cial nuclear material. 

§ 11.3 Scope. 
(a) The requirements, criteria, and 

procedures of this part apply to the es-
tablishment of and eligibility for spe-
cial nuclear material access authoriza-
tion for employees, contractors, con-
sultants of, and applicants for employ-
ment with licensees or contractors of 
the Nuclear Regulatory Commission. 
This employment, contract, service, or 
consultation may involve any duties or 
assignments within the criteria of 
§ 11.11 or § 11.13 requiring access to, or 
control over, formula quantities of spe-
cial nuclear material (as defined in 
part 73 of this chapter). 
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